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Executive Summary

Access Now is committed to protecting human rights and helping guide governments’ responses to the coronavirus (COVID-19) pandemic. These responses must promote public health, prevent discrimination, and ensure access to reliable and timely information; defend unrestricted access to an open, affordable, and secure internet; ensure the enjoyment of freedom of expression and of opinion; and protect privacy and personal data.

Both international and domestic laws recognize that extraordinary circumstances require extraordinary measures. The COVID-19 pandemic is such an extraordinary circumstance, and it requires that telecommunications companies (“telcos”) and governments take extraordinary measures to ensure that people are not cut off from internet or phone service, often their lifeline to vital resources. To keep people safe and healthy in the context of physical distancing and lockdown measures, governments and telcos must work together to provide everyone, and especially women, girls, and others in under-represented and at-risk communities, access to an affordable, open, secure, stable, and high-speed internet.

As COVID-19 continues to spread, governments and telcos around the world are taking a variety of approaches to internet connectivity, some beneficial and some harmful to human rights and public health. Below, we discuss some of these approaches and provide recommendations to help decision-makers increase connectivity and save lives.

I. Introduction

Since late 2019, the world has been fighting the novel coronavirus, COVID-19, now recognized by the World Health Organization (WHO) as a pandemic. As part of the response, governments and telecommunications companies (“telcos”) around the world have been trying to determine how to improve internet connectivity to help ensure people can communicate and access the information and services they need to live. The decisions they make, and the extent to which they can ensure everyone access to an affordable, open, secure, stable, and high-speed internet connection, will be critical for dealing with the crisis and will help determine how quickly our global society can recover.

In the present context it is imperative that everyone, especially those in under-served and at-risk communities, such as low-income people, have access to a high-quality internet connection. Prior to the COVID-19 outbreak, many services for daily functioning in societies around the world, such as banking, had long ago moved online. The internet today is an essential tool for employment, education, health, communication, political engagement, and accessing a wide array of important resources. Moreover, those without a connection are cut off from enjoyment of a broad range of

human rights, including the right to access information. Yet only 54% of the world’s population has an internet connection, despite the fact that 193 countries have signed on to the United Nations Sustainable Development Goals, including Target 9.c, which calls to “significantly increase access to information and communications technology and strive to provide universal and affordable access to the internet in least developed countries by 2020.”

The COVID-19 pandemic has only made the need for high-quality internet access more clear and urgent. The effort to stop the spread of the disease and “flatten the curve” requires that people stay home and access information and vital services online, in what the U.N. Secretary General calls a move to “mass digitalization.” In this movement, existing inequalities are becoming more evident; we are all in this together, but not equally. People who have an internet connection and can work remotely are less likely to suffer economic hardship than those who do not. It is also easier for them to follow public health guidelines for stay-at-home orders and self-quarantine. Yet we must all act collectively to fight the spread of this disease. At a time when both physical distancing and access to information is necessary to save lives, it is not acceptable for anyone to navigate the situation isolated and without a high-quality internet connection.

Over the past few months, governments and telcos have each taken a variety of approaches to connectivity during COVID-19. In this report, we highlight some of these responses and offer recommendations for decision-makers to expand connectivity and promote an effective global public health and humanitarian response.

II. How telecommunications providers are responding

Telco providers, including those run by government entities, play a critical role in COVID-19 pandemic response. They are best able to determine what temporary relief they can provide to their subscribers, how they can entice new subscribers to their network, and how to ensure that as many people as possible have access to a high-quality internet in these difficult times. All telcos should be thinking about how they can help their communities and subscribers get connected. A pandemic is not the time to maximize revenue to the detriment of public health, human rights, and the broader economy.

---


4 See Lesley Chiou & Catherine Tucker, Social Distancing, Internet Access and Inequality, National Bureau of Economic Research, https://www.nber.org/papers/w26982.pdf (“the combination of having both high income and high-speed Internet appears to be the biggest driver of propensity to stay at home. Our results suggest that the digital divide — or the fact that income and home Internet access are correlated — appears to explain much inequality we observe in people’s ability to self-isolate.”).
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So far, telcos have taken a variety of approaches to pandemic response, in some cases moving quickly, and acting in ways that have ranged from helpful to harmful. Below, we discuss several case studies from around the globe, and then provide recommendations to strengthen and improve response.

Case studies

**Middle East and North Africa**

In Tunisia, Tunisie Telecom launched the #Men_Dari (“from my house”) initiative, designed to support Tunisians during the country’s confinement period by reducing the price of internet connection and increasing speeds. It also announced plans to increase international bandwidth from below 300 Gbps to 350 Gbps and may increase its national backbone. In Saudi Arabia, Saudi Telecom, Mobily (Etisalat), and Zain Saudi Arabia are waiving telecom bills for their customers in quarantine for the month of April.

**Latin America**

In Argentina, the National Communications Authority (ENACOM), Argentine Satellite Solutions Company, and several other telcos announced an agreement to ensure connectivity during a mandatory isolation period. The agreement allows operators to divert data traffic to each other’s networks, if needed, to manage increased network traffic. In Costa Rica, Movistar is providing both prepaid and postpaid customers with free browsing (zero-rated access) for video learning and collaboration tools.

---
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including Zoom, Skype, Microsoft Teams, Google Hangout, BlueJeans, and WebEx.⁹

Europe

In Italy, Telecom Italia and the government’s telecom company, Infratel, are accelerating efforts to improve broadband access in rural areas that currently lack acceptable broadband connections, aiming to deploy fiber networks in up to 320 municipalities by May.¹⁰

In Belgium, Telenet and Proximus have opened public connections to help children of families without internet connections stay online.¹¹

Africa

In South Africa, in response to increased network load, VodaCom SA plans to invest R500m in its network to expand smart energy management solutions, increase capacity, and improve network resiliency. It also cut the prices of some of its plans and zero-rated “essential” services.¹²

In Zambia, Zamtel is offering all mobile prepaid customers “complementary five calling minutes, 50 Mb of data and a further ten on-net SMSs on Tuesdays, Thursdays and Sundays while the COVID-19 pandemic lasts.”¹³

In Kenya, SafariCom is offering data-capped plans with zero-rated educational resources up to 250MB per day for 60 days.¹⁴ SafariCom has also doubled the internet speed of its home broadband customers, free of charge.¹⁵

---

¹² Vodacom SA to Spend R500-million on Network as Traffic Increases, ITWeb (April 15, 2020), https://itweb.africa/content/o1Jr5Mx96X9qKdWL.
¹³ Michael Malakata, Zamtel Launches Fresh Offering as Subscribers Feel the Pinch, ITWeb (April 9, 2020), https://itweb.africa/content/LPwQ5Ml6mrpvNgkj.
### Asia-Pacific

<table>
<thead>
<tr>
<th>Country</th>
<th>Action</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>India</strong></td>
<td>Airtel is giving those working from home because of the COVID-19 pandemic unlimited data at 1 Gbps speeds over their fiber network.(^{16}) Airtel, Reliance Jio, and Vodafone are improving their wireless plans with more speed and data and extending validity packs.(^{17})</td>
</tr>
<tr>
<td><strong>Nepal</strong></td>
<td>Nepal Telecom is extending billing deadlines and waiving penalties for late payments during lockdown.(^{18})</td>
</tr>
</tbody>
</table>

### North America

<table>
<thead>
<tr>
<th>Country</th>
<th>Action</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Canada</strong></td>
<td>TELUS, Rogers, and Bell are taking several actions, such as removing data caps and waiving overage fees during the COVID-19 pandemic.(^{19})</td>
</tr>
<tr>
<td><strong>United States</strong></td>
<td>In the United States, Verizon removed data caps on its Fios and DSL offerings;(^{20}) T-Mobile increased free data allowance for schools and students;(^{21}) and AT&amp;T</td>
</tr>
</tbody>
</table>


waived overage fees for domestic plans if subscribers seek a waiver. All three also signed the “Keep Americans Connected” pledge, written by the U.S. Federal Communications Commission, along with 650 other telcos.

Google has pledged to help students in rural California stay connected by providing free Wi-Fi to 100,000 families for the rest of the school year, and giving out 4,000 Chromebooks to students. Similarly, in Austin, Texas, the city school district is sending out 110 buses equipped with Wi-Fi for use between 8 a.m. and 2 p.m. to help students in neighborhoods with limited connectivity.

In North Dakota, the BEK Communications co-op is offering free internet for four months to new subscribers and is doubling internet speeds for no additional charge.

### Recommendations for telcos

<table>
<thead>
<tr>
<th>Ease financial burdens for customers.</th>
</tr>
</thead>
<tbody>
<tr>
<td>During COVID-19, telcos that have the means should waive all fees related to an inability to pay, including overage fees, late fees, and subscription fees. Waived fees should not be contingent on signing contracts for future service and should not be required to be repaid in the future.</td>
</tr>
<tr>
<td>Telcos should also waive fees and relax deadlines on device activation, replacement, return, and repair.</td>
</tr>
</tbody>
</table>

---

| **Improve service offerings and remove limits on subscription plans.** | Telcos should lift limits around total voice or text allowances, data allowances, the types of content people can access, times during which people can use the network, and the expiration of unused data, for at least the duration of the COVID-19 pandemic.

In service offerings, telcos should also increase speeds and capacity during the pandemic. |
| --- | --- |
| **Ensure the internet is open, following the principles of Net Neutrality.** | Telcos should offer access to an open internet — that is, with no blocking, throttling, or paid priority and zero-rated access — and they should not circumvent these rules through manipulating interconnection points. Especially during a pandemic, telcos should not pick winners and losers in an information ecosystem and act as the arbiters of what information is important to users.

Instead of zero-rating or giving priority to certain content or services, telcos should remove data caps. At minimum, telcos should refrain from zero-rating content they produce, own, or have received compensation or entered into arrangements to market or promote. |
| **Be transparent about policies and practices.** | Telcos should notify customers directly of policies and practices they implement in response to the COVID-19 pandemic; it is not sufficient to have only a general pandemic website. They should also provide updates as necessary and communicate about any changes in real time throughout the crisis.

If possible, they should implement all new connectivity-related policies immediately and automatically, without requiring customers to jump through burdensome hoops.

The policies telcos put in place should be easy to understand and not dependent on the day of the week, time of day, or other arbitrary attribute. |
| **Invest in maintaining and improving networks to ensure high-quality internet access now and in the future.** | Investment should go beyond creating public Wi-Fi networks. While such Wi-Fi access can be helpful in specific situations, people need access to high-quality, high-speed internet at home to use the internet to its fullest potential, including for remote work and education. Using public Wi-Fi networks often requires close proximity to the router and thus to other people, which goes against social distancing policies. No one should have to risk their lives to connect to the internet.

Telcos should upgrade their networks to support an increased number of connections. Network equipment and resources should be redistributed as appropriate to increase connectivity. |
III. How governments and regulatory agencies are reacting

In implementing policy on connectivity during COVID-19, governments have tremendous power to either protect or harm their citizens. For example, legislators, ministers, telecom regulators, and many other public officials can protect people against private-sector abuses such as price gouging, and can enact policies or provide relief to expand and improve access to the internet and make it more affordable. Unfortunately, some government officials are carrying out harmful acts. They are shutting down the internet, engaging in online censorship, levying heavy taxes for access to online platforms, and imposing other restrictions that make it difficult to access and use the internet.

Access to the internet can save lives, particularly during public health crises. Limiting or shutting off access to the internet has obvious problems. When governments shut down or slow access to the internet, or block or restrict access to social media platforms, websites, and other sources, it harms people and interferes with their human rights. This has led the United Nations to condemn internet shutdowns during the COVID-19 pandemic. During this crisis, people need access to the internet to find out how to protect themselves and others, access telehealth services, communicate with their loved ones, and work and learn remotely, among many other things. Internet shutdowns directly interfere with these actions and impede the public health and humanitarian response. It is imperative that governments respond by immediately removing, not imposing, barriers to connectivity.

Government responses in the wake of COVID-19 outbreak have been varied and multi-faceted, with some responding relatively quickly. Following are several case studies from around the globe, broken down into three categories: internet shutdowns, censorship of content, and other regulatory responses. In some cases, the responses have both positive and negative implications. We provide recommendations based on these examples to help governments improve their approaches.

Case studies: internet shutdowns

<table>
<thead>
<tr>
<th>Region</th>
<th>Case Study</th>
</tr>
</thead>
<tbody>
<tr>
<td>Asia-Pacific</td>
<td>In India, since August 2019, the government has imposed internet restrictions in the Jammu and Kashmir regions, leaving people without reliable, secure access to an open internet. The government originally implemented a blanket shutdown. After India’s Supreme Court intervened, the government restored internet access.</td>
</tr>
</tbody>
</table>

---

access, but only to 2G mobile internet. As a result, medical staff in the region have been unable to help patients online, download medical data and information about COVID-19 intensive care units guidelines, and otherwise adequately respond to the pandemic.\(^{28}\)

<table>
<thead>
<tr>
<th>Country</th>
<th>Actions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Myanmar</td>
<td>Since mid-2019, authorities have cut or restricted access to the internet in Rakhine and Chin states, leaving people unable to access the internet during the longest shutdown globally in 2019 (now extended to 2020). The government has expanded network disruptions to more townships in these states and issued new orders to censor content and information.(^{29})</td>
</tr>
<tr>
<td>Bangladesh</td>
<td>The government has shut off mobile internet connections in refugee camps where Rohingya refugees reside, and disallowed these refugees, who are in close quarters and a high-risk group for COVID-19, from use of SIM cards and other communication tools.(^{32})</td>
</tr>
<tr>
<td>Pakistan</td>
<td>Authorities have ordered internet shutdowns in former Federally Administered Tribal Areas (FATA) of Pakistan and part of Balochistan, disconnecting residents of these two regions from the rest of the world. Reports indicate that while the majority of students in Pakistan have transitioned to online schooling, students residing in ex-FATA and Balochistan regions have been left behind due to the lack of internet access.(^{33})</td>
</tr>
</tbody>
</table>

---


### Case studies: censorship of content

<table>
<thead>
<tr>
<th>Region</th>
<th>Case Study</th>
</tr>
</thead>
</table>
| **Asia-Pacific**        | In **Myanmar**, the government has blocked more than 200 websites. Most recently, the government censored news agencies and those that are serving and based in Rakhine state.  
| **Middle East and North Africa** | In **Algeria**, the government has blocked websites for The Maghreb Emergent and Radio M, which provide critical health and other information amidst the COVID-19 pandemic.  
| **Latin America**       | In **Venezuela**, government-owned CANTV, the largest telco in the country, blocked coronavirusvenezuela.info, a website created by the National Assembly to disseminate official information about COVID19. After a fire in a networking facility, the block was lifted. In addition, Movistar Venezuela blocked teleconsulta.presidiencivae.org, a website for medical information.  
38 Bloquean Sitio Sobre Coronavirus COVID-19 Organizado por la AN y Juan Guaidó, VE sin Filtro (March 18, 2020), https://vesinfiltro.com/noticias/bloqueado_portal_coronavirus_AN.  
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**Europe**

In the **European Union**, Market Commissioner Thierry Breton asked CEOs of large platforms (e.g., Netflix and YouTube) to throttle their services to prevent bandwidth issues on the network. The parties made agreements to do so by phone, outside the scrutiny of telecom regulators or legislators. It is not clear whether there is a congestion problem to address, as the Body of European Regulators for Electronic Communications, the E.U. telecom regulator, released a report indicating an increase in overall traffic but no problems in handling it.

---

**Case studies: other regulatory responses**

**Asia-Pacific**

In **Pakistan**, the government directed telcos to offer cheap student and work-from-home packages of 2Mbps with a 40GB data limit at a reasonable rate of less than Rs600 per month.

In **Thailand**, the government approved a scheme by the National Broadcasting and Telecommunications Commission to provide mobile subscribers with 10GB of free data per month until June 30 if they text a specific number.

**Africa**

In **Uganda**, since June 2018, the government has been taxing citizens $0.05 per day (or approximately 4% of monthly income) to access critical communications and information platforms like Skype, WhatsApp, Facebook, Twitter, and Instagram.

---
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**North America**

In the **United States**, the telecom regulator granted several wireless carriers, including Verizon, AT&T, T-Mobile, and U.S. Cellular, access to additional spectrum to help address the increase in demand. The agency also granted the Indigenous Navajo Nation access to unused airwaves.

<table>
<thead>
<tr>
<th>Recommendations for governments</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Do not shut down the internet under any circumstances.</strong></td>
</tr>
<tr>
<td>Internet shutdowns are especially harmful at a time when access to the internet is imperative to survive the COVID-19 pandemic and to operate in modern life. There should be no deliberate internet shutdowns anywhere, and all such shutdowns and restrictions should immediately be lifted. Governments should take extra measures to ensure that people in at-risk groups (such as people in low-income communities, refugees, and others) are not disconnected from the internet. Where they have been disconnected, access should be swiftly restored so they can reconnect.</td>
</tr>
<tr>
<td><strong>Ensure access to an open internet.</strong></td>
</tr>
<tr>
<td>People should be free to access information from a variety of sources without interference, and neither governments nor telcos should manipulate network traffic to silence or favor particular voices or content, for profit, political advantage, or other reasons. To protect a free and open internet, governments should pass and enforce strong Net Neutrality rules, prohibiting blocking, throttling, paid priority, and zero-rating content, and disallowing the circumvention of those rules through manipulation of interconnection points. Any network management that is necessary and directly caused by quarantine-related network congestion should be application-neutral and temporary, lasting only through the end of the congestion period. In addition, governments should permanently lift bans and blocks of lawful websites and applications, particularly communications platforms, as</td>
</tr>
</tbody>
</table>

---
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<table>
<thead>
<tr>
<th>Make it easier for people, particularly those in low-income communities, to access the internet.</th>
</tr>
</thead>
<tbody>
<tr>
<td>stay-at-home and similar quarantine orders make these services essential for people to remain connected.</td>
</tr>
<tr>
<td>Governments should develop or expand emergency funding to help broaden connectivity initiatives, both to help ensure infrastructure build-out (including to anchor institutions like schools and libraries) and to increase the affordability of connections. This may include direct infusions of capital or government subsidies to individuals for internet access. During the COVID-19 pandemic, governments should seek to deploy the resources of Universal Service Obligation Funds or other equivalent programs, exploring ways they can be used to cover data usage by individuals, especially women and girls, and those from low-income or otherwise under-represented communities. Where regulatory changes or legal authorizations may be required, governments should expeditiously seek the approval of such measures. The new connections should be forward-looking and future-proof, and the funding should be easy to access.</td>
</tr>
<tr>
<td>Governments should require telcos not to disconnect anyone for pandemic-related reasons. Voluntary agreements like those instituted by the U.S. Federal Communications Commission are a step in the right direction but a mandatory requirement will better protect people.</td>
</tr>
<tr>
<td>Governments should remove barriers to access to technology like mandatory SIM card registration. Mobile phones and laptops, where possible, should be made available to those in need.</td>
</tr>
<tr>
<td>Women and girls, often afforded fewer opportunities to control ICT devices, should receive targeted support to ensure that digital access and literacy levels grow despite the crisis.</td>
</tr>
</tbody>
</table>

---


Expanding connectivity to fight COVID-19: recommendations for governments and telcos

<table>
<thead>
<tr>
<th>Avoid relaxing or repealing pro-consumer policies like Net Neutrality and privacy protections.</th>
<th>Regulators may be tempted to reduce regulatory “burdens” on telcos during the COVID-19 pandemic, but now is not the time to sacrifice human rights and the basic principles that underlie the internet, risking negative repercussions that last well beyond the crisis. Governments should avoid making these types of policy changes.</th>
</tr>
</thead>
<tbody>
<tr>
<td>Allow temporary use of unused wireless spectrum to improve internet service.</td>
<td>Temporary use of certain bands of spectrum may help address a COVID-19-related increase in network traffic (particularly wireless), but a policy for such allowance should revert to the prior regime once the COVID-19 pandemic is over, and the temporary use should not impact unlicensed bands.</td>
</tr>
<tr>
<td>Encourage the growth of community networks and internet infrastructure.</td>
<td>Governments, particularly municipalities, should consider creating their own networks and investing in infrastructure, especially where private telcos cannot or will not ensure high-quality internet access. Governments should also ease restrictions on publicly owned or publicly run networks.</td>
</tr>
</tbody>
</table>

IV. Conclusion

In today’s digitally connected world, high-quality internet access is a necessity at all times for all people, including those who are especially at risk, such as people in low-income communities, the disenfranchised, refugees, and others. Getting connected is even more urgent during this global public health crisis, when access to information and physical distancing will save lives. Telcos and governments must step up to protect people by keeping them connected to the internet, consistent with their obligations under international human rights law. This report provides several recommendations for how they can do that. Working together, now and in the aftermath of the pandemic, we can reach the goal of global, universal internet access that benefits everyone.
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